
Operations Security 

Program

No amount of locks can protect sensitive and 

critical information as well as you can…

Practice OPSEC.

Protect personally 

identifiable 

information from 

strangers.

Shred sensitive and 

critical information 

when no longer 

needed.

Secure critical 

information when it 

is unattended.

Limit details about 

personal life on social 

networking sites.

Remove your CAC 

from your PC when 

departing  your  

workstation.

Ensure persons 

asking for 

information over the 

phone have a   need-

to-know.

Always challenge 

strangers wandering 

around your 

workplace.


